
 

 

 

UNIVERSITY OF PHOENIX PRIVACY POLICY  
 Updated July 1, 2024 

The University of Phoenix, Inc. (“University,” “us,” or “we”) recognizes the importance of 
privacy. In t rg
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“Anonymized” means information that has been de-





 

 

 

While the Personal Information we collect varies (as explained above) depending upon 
the nature of the Services provided or used and our interactions with individuals, 
generally, we may collect the following categories of Personal Information: 

• Name, contact information, and other identifiers: real name, alias, postal 
address, telephone number(s), unique personal identifier, online identifier, email 
address, account name, signature, or other similar identifiers 

• Commercial information: records of personal property; products or services 
purchased, obtained, or considered; or other purchasing or consuming histories 
or tendencies 

• Financial information: bank account number, credit card number, debit card 
number, or other financial information 

• Medical information, disability, and health insurance information: to support 
specific programmatic or regulatory requirements or service requests 

• Demographic information: characteristics such as race, ethnicity, gender, age, 
religion, national origin, citizenship status, and marital status 

• Education information: information regarding past and present education, 
including institutions attended, years of attendance, courses of study, attendance 
records, grades, awards earned, degree(s) obtained, discipline records, financial 
aid awards and payment history, as well as assignments and other student-
generated work or contributions to online discussions. The 



 

 

 

 

• Administering applications, enrollment, registration, and financial services: to 
review and process applications and registrations; to verify the information you 



 

 

 

• Supporting our general business operations: to support the administration of our 
general business, accounting, record keeping, and legal functions, including to 
analyze operational and business results and risks, to collect outstanding 
amounts owed, and to maintain business and Student Educational Records 

Anonymized information. We may also de-identify information to create Anonymized 
data sets and reports in order to assess, improve, and develop our business, products, 
and Services; prepare benchmarking reports; and for other research and analytics 
purposes. 

5. Disclosure of Personal Information 

We may disclose the Personal Information we collect as follows: 

• Service Providers. We may share your Personal Information with third-party 
Service Providers who use this information to perform services for us, including 
payment processors, content providers, chat providers, hosting providers, 
auditors, advisors, consultants, account collection agencies, advertising and 
marketing partners,64 a2 07TJ
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We operate and may process information in multiple jurisdictions, both in and outside 
the United States, such that some Education Partners and Service Providers may be 
located or process information outside of the jurisdiction in which you reside. In such 
cases, your Personal Information may be collected, used, disclosed, stored, and 
processed in these other jurisdictions for the purposes described in this policy. The data 
protection and other laws of the United States and other countries might differ from 
your jurisdiction. In addition, your Personal Information may be subject to the laws of 
those other jurisdictions, including lawful requirements to disclose Personal Information 
to government authorities. 

7. Cookies and Similar Technologies 

We use cookies, pixels, tags, local storage objects (also called 



 

 

 

information or to update your preferences for certain third-party tags and cookies on our 
Sites, please see our Preference Center. 

Local Storage Objects (LSOs). LSOs are data files that are stored locally in your browser 
by the websites you visit. LSOs can be used in a similar manner as cookies for a variety 
of purposes, such as keeping track of information you provided and remembering your 
preferences. Our Services may include video and content that rely on Adobe Flash 
Player, which uses LSOs (also called Flash cookies). If you have Adobe Flash Player 
installed on your computer, it can be set to reject or delete LSOs. This option is in the 
System Preferences on Mac OS X, in the Flash Player Control Panel on Windows®, or 
with the Flash Player management tools available on the Adobe website. it  



 

 

 



 

 

 

12. Monitoring of Communications 

We may monitor, record



 

 

 

16. State-Related Addenda 
 
California Addendum 

The California Consumer Privacy Act of 2018 as amended by the California Privacy 



 

 

 

• Name, contact information, and other identifiers  
• Customer records  
• Protected classifications 
• Commercial information  
• Biometric information  
• Internet or other electronic network activity information  
• Geolocation data  
• Audio, video, and other electronic data  
• Employment history  
• Education information  
• Inferences drawn from any of above  
• Sensitive Personal Information 

Categories of Third Parties to Whom Personal Information is Disclosed. In the last 12 
months, the above categories of Personal Information may have been disclof
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Sensitive Personal Information. We do not use Sensitive Personal Information for any 
purpose other than that reasonably anticipated to accomplish the purpose for which it is 
collected.   

Retention. For each category of Personal Information collected, we only retain such 
Personal Information for as long as necessary to fulfill the purposes outlined in this 
Privacy Policy and as otherwise needed to address tax, corporate, compliance, litigation, 
and other legal rights and obligations.  

Opt-Out Preferences. For information on whether and how we process opt-out signals, 
see the “Do-Not-Track” section above.   

Individual Rights Under California Law 



 

 

 

o Categories of third parties with whom we have disclosed or shared their 







 

 

 

or by submitting your appeal to Office.ComplianceUOPX@phoenix.edu





 

 

 

request or by submitting your appeal to Office.ComplianceUOPX@phoenix.edu. If you 
have concerns about the result of the appeal, you may contact the Texas Attorney 
General. 


